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I. INTRODUCTION

Since the signing of the 1968 Treaty on the Non-Proliferation of Nuclear Weapons (Non-Proliferation Treaty, NPT) and other international conventions, the threat of global proliferation of nuclear, biological and chemical weapons of mass destruction (WMD) has featured prominently in international politics and relations.1 In contrast, the financing of WMD proliferation as well as related technologies, goods and services only appeared on the agenda of the United Nations and other international organizations in the wake of the terrorist attacks on the United States of 11 September 2001 and the international disputes over the nuclear armament programmes of Iran and the Democratic People’s Republic of Korea (DPRK, or North Korea), with the USA taking a lead role in the international debate and decision-making process.2


* The views expressed in this paper are those of the authors and do not necessarily reflect the views of the organizations they are employed by. The contents of the paper are intended for general information purposes only and do not constitute legal advice on any specific facts or circumstances.

SUMMARY

The issue of financing the proliferation of weapons of mass destruction (WMD) has gained momentum recently as a result of international disputes over the nuclear armament programmes of Iran and the Democratic People’s Republic of Korea. The European Union (EU), as part of wider efforts by the international community, has put in place a complex regime to prevent and combat the financing of WMD proliferation. This regime can be characterized as a new hybrid, with elements borrowed from the conventional financial sanctions and the anti-money laundering/combating the financing of terrorism regimes.

This paper addresses the practical implementation difficulties of the EU’s anti-proliferation financing regime and the role that the banking sector can play in the fight against WMD proliferation and its financing. It argues that—next to national export control measures aimed at restricting the illicit transfer of proliferation-related goods and services—financial measures can only play a limited role, because banks are not provided with adequately updated and actionable information on proliferators by the competent authorities.
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Moreover, the recent US Senate probe into the activities of the Hong Kong and Shanghai Banking Corporation (HSBC) and the charges pressed by US regulators against Standard Chartered for allegedly breaching sanctions on Iran have brought the role of the banking sector in fighting financial crime and money laundering, as well as combating the financing of terrorism and proliferation of WMD, to public attention. As a consequence, political decision makers and government authorities now take a greater interest in the actual implementation of financial sanctions as well as the related and interlinked issues of anti-money laundering (AML), combating the financing of terrorism (CFT) and the fight against transnational crime.

The phenomena of money laundering, transnational crime, international terrorism and its financing, and WMD proliferation threaten the legal and democratic order on which the political, social and economic stability of states is based. The international community has therefore responded in various ways to the challenges posed by the constantly changing nature of these threats. With regard to WMD proliferation, the focal issue of this paper, the UN Security Council, the USA and the European Union (EU) have adopted a number of measures that lay the foundations for the emergence of an anti-proliferation financing (APF) regime. Together with the AML and CFT provisions and the financial sanction measures, the EU has in the meantime succeeded in creating three supranational regimes with an impressive array of requisite instruments to address the aforementioned threats and thereby ensure the overarching objective of ‘good global governance’. The regimes now in place have, in the opinion of renowned scholars, as well as AML/CFT and sanctions experts, earned the EU wide recognition as a key actor in international politics.

However, the far-reaching, standard-setting competencies of independent agencies operating within supranational and international networks of national regulators on the basis of ‘soft’ international law and the transposition of such standards into EU law have, to a certain extent, led to a credibility crisis regarding the quality and integrity of EU regulations.

This is, in particular, linked to the issue of inadequate coordination of measures between international agencies and national regulators involved in the standard-setting process, and has resulted in highly complex, opaque and, to some extent, contradictory layers of regulation. This regulatory complexity, in turn, makes it extremely difficult, if not impossible, for economic actors such as banks (as addressees of the measures) to effectively implement these measures.

Furthermore, from a foreign and security policy perspective, due consideration should be given to the fact that the requirements setting out the different obligations for banks concerning AML/CFT and financial sanctions have been developed independently of each other and with very distinct objectives and threats in mind. Although the regimes borrow certain elements from (and rely to a certain degree on) each other, they do not constitute a fully integrated or harmonized system of rules and regulations. Instead, they resemble a patchwork of provisions that also harbour potential compliance risks and legal uncertainty for banks. The challenges for banks are further compounded as they are trapped in the dialectics of pursuing their entrepreneurial and economic activities based on legal certainty as an


essential socio-economic prerequisite, and of executing their assigned security policy role by complying with the aforementioned patchwork of regime provisions which, due to a lack of clarity and consistency, explicitly fail to deliver legal certainty. These issues have generated a great deal of tension between the financial industry and the government authorities.

Finally, despite the implementation challenges, the banking industry has made considerable progress in complying with the rules and regulations and thereby supports the EU’s strategy of combating the aforementioned threats. However, it should also be pointed out that governments worldwide (including in the EU member states) have reacted by consecutively tightening the banking and AML/CFT regimes alongside financial sanctions and APF regime measures. Due to their prominent role as intermediaries and payment service providers in the global financial system, financial institutions have been gradually entrusted with certain investigative functions that had formerly been the exclusive prerogative of police and judicial authorities. These functions expose financial institutions to substantial compliance and legal risks and are associated with considerable administrative and organizational burdens as well as severe fines and criminal penalties.

This paper addresses the practical implementation difficulties and the role that the banking sector can play in the fight against WMD proliferation and its financing. It draws on discussions with representatives of European financial institutions, international organizations, representatives of governments, and competent supervisory, judicial and police authorities from the EU and its member states, as well as academia. It aims to shed some light on the issue of how to make the fight against proliferation more effective from a banking perspective.

Part II provides an overview of the legal and policy framework of the sanctions and the AML/CFT regime. The AML/CFT regime provides the requisite due diligence and research instruments for monitoring customers and for potential detection of their involvement in illicit, terrorist or proliferation financing activities. Part III highlights current international and EU debates on the rationale and objectives of APF measures and how mechanisms and tools of the AML/CFT and financial sanctions regimes could provide added value for APF purposes. It also highlights the linkages and interactions between the provisions of the three regimes that pose significant compliance and economic challenges and risks for banks, as they are charged with preventing their institutions from being abused for illicit purposes and protecting their assets and reputation.

Part IV focuses on the lessons learned and the difficulties faced by the banking sector while implementing the provisions of the EU’s APF-related sanctions against Iran and North Korea. It also offers some pragmatic policy recommendations from a European banking sector perspective. Part V concludes with a critical review of the sanctions regime of the EU and provides an outlook on future challenges.

II. THE POLICY AND LEGAL FRAMEWORK

The EU’s financial sanctions and anti-money laundering/combating the financing of terrorism regimes

Although not always obvious at first, the financial sanctions regime of the EU—especially the APF-related measures focusing on Iran and North Korea—is interlinked with a number of other cognate regimes, notably in the areas of AML/CFT and payments and wire transfers. Policymakers and security experts in

---


9 For the purposes of this paper, the term ‘financial institution’ is interchangeable with ‘bank’. However, from a supervisory law perspective, ‘financial institution’ covers banks, credit institutions, securities companies, insurance providers and other financial service providers pursuant to Article 3, Directive 2005/60/EC of the European Parliament and the Council of 26 Oct. 2005 on the prevention of the use of the financial system for the purpose of money laundering and terrorist financing, *Official Journal of the European Union*, L309, 25 Nov. 2005. The directive is referred to as the Third Anti-Money Laundering Directive or 3AMLD.


the EU need to be aware of the major aspects of, and interactions between, these regimes.

**Implementation of UN-based and autonomous financial sanctions in the EU**

As part of its Common Foreign and Security Policy (CFSP) framework, the EU has adopted several regulations in recent years imposing financial sanctions on both natural and legal persons. The adoption of these regulations corresponds to a paradigm change at the international level since the late 1990s, when the UN and its member states increased their use of targeted financial sanctions—often referred to as ‘smart’ sanctions, in contrast to traditional, comprehensive economic sanctions—as instruments of ‘economic statecraft’ due to their selective and focused approach. Initially targeting dictators or governments violating human rights and international law, these restrictive measures play an increasing role in the fight against terrorism or WMD proliferation and their financing. Specifically, the financial sanctions resolutions adopted by the UN Security Council pursuant to the provisions of Chapter VII (Articles 39 and 41) in connection with Articles 25 and 48 of the UN Charter represent differentiated, phased and punitive as well as corrective measures of economic statecraft directed against violators of international law and their actions that threaten global peace, security and stability. The measures provide UN member states with instruments that substitute the use of violence or military force and are therefore regarded today as an integral part of the toolbox to ensure peace and other global governance objectives within the UN system of international collective security.

The measures of the Council of the EU have been mostly adopted within the framework of the CFSP and on the basis of international law, including various UN Security Council resolutions as well as Articles 25–41 of the Treaty on European Union (TEU) in connection with Articles 215, 288–292 and 352 of the Treaty on the Functioning of the European Union (TFEU). Pursuant to Article 288 of the TFEU, all regulations of the sanctions regime, including those against the financing of terrorism (the so-called anti-terrorism and Al-Qaeda regulations) and against WMD proliferation financing (currently, the so-called Iran and North Korea regulations) are binding in their entirety and directly applicable in all EU member states, thus taking precedence over national laws.

The regulations include a number of components and characteristics that are essential to the design of a ‘smart’ financial sanctions regime.

---
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1. Orders to freeze the funds, financial assets and economic resources of listed (natural and legal) persons and entities.
2. Prohibitions on making funds and economic resources available.
3. Prohibitions on circumventing the restrictive measures.
4. Exemptions from the freezing of funds and the prohibition on making funds and economic resources available (e.g. allowing the deduction of fees for routine holding or maintenance of frozen funds or economic resources of listed persons and additions of interest and other earnings as well as incoming payments and the subsequent freezing of such additions).
5. Official authorization procedures to release frozen funds and economic resources.
6. Reporting obligations to competent authorities.
7. Exemptions from liability (indemnity in case of erroneously frozen assets) for financial institutions and other addressees of the measures.\(^{17}\)

The objective of the targeted measures is not simply to freeze the assets of listed persons and entities but, more importantly, to prevent them from having direct access to their funds and other economic resources in the EU. The nearly 30 regulations of the regime contain, in their respective annexes, comprehensive lists of natural and legal persons as well as other entities subject to the restrictive measures. Currently a total of approximately 5,000 persons or entities are listed on the website of the EU’s European External Action Service (EEAS).\(^{18}\) According to renowned scholars and experts, the evolution of the EU’s smart sanctions regime has made it an emerging powerful ‘sender’ of financial and economic sanctions.\(^{19}\)

However, the financial sanctions regime of the EU has been subject to much controversial debate due to inherent legal inconsistencies between the regulations. Examples of inconsistencies that exist between the modern and older generations of EU regulations (especially the CFT-related sanctions) include (a) differing definitions of the terms ‘money’, ‘resources’ and ‘financial services’; and (b) the differing scope of the provisions governing asset freeze, non-availability of funds, authorization and exemption procedures, as well as liability of addressees in case of an erroneous freezing of assets of innocent customers.\(^{20}\)

Moreover, the lack of proper listing and delisting procedures ensuring the protection of fundamental human rights (e.g. the right to respect for property, the right to be heard and the right to effective judicial review, including redress in case of wrongful listings) has invited severe criticism from experts and the European Court of Justice (ECJ), which issued landmark rulings in 2008 that led to revisions of numerous regulations of the financial sanctions regime.\(^{21}\) These inconsistencies are also largely responsible for the aforementioned legal uncertainty and considerable compliance risks which banks face when implementing and executing the provisions.

The Third EU Anti-Money Laundering Directive and related regulations

The issues of money laundering and terrorist financing provide useful insights into, and analogies to, methods and patterns of covert or clandestine proliferation financing operations that are difficult to detect from a banking perspective. The AML/CFT regime provides the requisite due diligence, research and analytical tools for monitoring customers and detecting patterns of illicit activity that may have a terrorist or proliferation financing background.

While, from an analytical point of view, money laundering and terrorist financing pursue fundamentally different objectives, it is widely


\(^{19}\) Hufbauer and Oegg (note 5), p. 547.

\(^{20}\) For a thorough review of this issue see Ganguli (note 2), p. 376–414.


recognized that strong links do exist between the two phenomena (see figure 1).\textsuperscript{22}

The proceeds of criminal activities such as drug trafficking are generally collected by criminal individuals or organizations in the form of cash and then laundered by depositing or ‘placing’ the incriminated funds in bank accounts, often below the legally stipulated monetary thresholds in order to avoid customer due diligence (CDD) and the internal control procedures established by banks. In order to give their operations and transactions a veneer of legality and to conceal the illicit source, money launderers can move the incriminated funds between various bank accounts within a country or in different jurisdictions by employing ‘layering’ techniques. Thereafter they often acquire legal assets (e.g. real estate) in order to ‘integrate’ the assets and clean up the paper trail.

Terrorist financing differs from money laundering because the thrust of the operations is in the opposite direction. The funds—often derived from legitimate sources or persons who may not appear to be associated with terrorism—are, with the help of the same layering techniques as conventional money laundering, moved through bank accounts before being distributed to different beneficiaries (often in small amounts) for illegal purposes (e.g. to finance terrorist activities). These patterns and interdependencies between money laundering and terrorist financing as well as the resulting business, operational and reputational risks have caused financial institutions to employ analytical and electronic data processing (EDP) tools developed for AML purposes in order to combat the financing of terrorism. However, the results of detecting terrorist financing activities have not been very good, as the beneficiaries of such terrorist funds are generally not customers of the bank from which the originator (with a legitimate background) authorized a money transfer and are, therefore, not identifiable for CFT purposes. Further, a bank may not, despite rigorous application of CDD measures and EDP research tools, be in a position to detect that one of its customers with a legitimate business background and accounts is potentially involved in terrorist financing activities.

Terrorist financing and proliferation financing share some procedural characteristics, as the funds supporting proliferation emanate primarily from government coffers or legitimate businesses. Therefore, regulators often believe that the same research tools can, to some extent, be used for the detection of proliferation financing patterns too. Indeed, it can be reasonably assumed that financers of proliferation—although possibly using more sophisticated commercial transaction channels and instruments—would employ similar placement, layering and distribution techniques for their funds in order to conceal the procurement process and the final use of WMD proliferation related technology and to clean up the paper trail.\textsuperscript{23} As in the case of terrorist financing, the beneficiaries (or end users) of proliferation-related funds are in most cases not customers of, and therefore unknown to, the bank of the originator of the wire transfer. Only the bank of the beneficiary of such funds may have some insight into the proliferation-related financing activities of its customer. This is one of the major reasons why banks and other financial institutions find it extremely


difficult, if not impossible, to detect proliferation financing activities.  

Against this backdrop and given the threat of rapidly spreading networks of transnational crime since the 1980s, the original impulse to create an international framework for the fight against money laundering originated with the UN, its Security Council and specialized agencies as well as other international bodies like the Financial Action Task Force on Money Laundering (FATF) founded in 1989. The FATF first published its AML standards—the FATF 40 Recommendations (FATF 40)—in 1990 and has subsequently revised them over time (most recently in February 2012) in order to include CFT and APF standards within their scope. Although the FATF 40 are strictly speaking ‘soft’ law they are recognized as the international benchmark in the area of AML/CFT/ APF today.

The EU and its member states supported these international initiatives and therefore regarded the legislation of measures at the supranational level as essential to the success of AML/CFT efforts. These considerations culminated in the Third Anti-Money Laundering Directive (3AMLD), which entered into force on 15 December 2005. The structural changes brought about by the 3AMLD legislation were vast and represented a quantum leap in the evolution of the EU’s AML/CFT regime compared with the previous two directives. The scope of predicate offences and criminal activities (e.g. drug/narcotics trafficking or offences punishable by deprivation of liberty or a detention order) covered by the 3AMLD is very broad. It covers generating proceeds from serious crime, participation in criminal organizations and terrorist financing activities. Salient features of the 3AMLD are as follows.

A key component is the introduction of the risk-based approach (RBA), which constitutes a completely new method with far-reaching consequences for the practical implementation of AML/CFT rules and requirements by financial institutions. The RBA breaks with the very formal and inflexible methods propagated by the rule-based approach, which did not leave any room for a risk-sensitive differentiation in the application of measures. Pursuant to the RBA, financial institutions in the EU are required to distinguish between low, medium and high categories of risk within the framework of banks’ CDD process and Know Your Customer (KYC) policies. This is to be done: (a) when establishing a business relationship (account-based); (b) upon execution of transactions outside an established business relationship (occasional non-account based transactions) amounting to €15 000 or more; (c) in case of suspicion of money laundering or terrorist financing, regardless of any exemption or threshold; or (d) if there are doubts about the veracity or adequacy of previously obtained customer identification data.

Accordingly, financial institutions are obliged to apply at least the following three degrees of CDD measures.

1. **Simplified CDD.** Pursuant to Articles 11–13 of the 3AMLD, banks are allowed to bypass general CDD measures regarding customers (e.g. other financial institutions, public authorities and stock exchange listed companies in EU member states or equivalent third country jurisdictions) and products (e.g. life insurance policies and pension plans) representing low risks.

2. **General CDD.** Pursuant to Articles 7–10, banks are required with regard to customers representing medium risks to (a) identify their customers (natural and legal persons); (b) identify, where applicable, the beneficial owners (BOs) of customers (i.e. natural persons controlling more than 25 per cent of the shares

---

24 These views were recently confirmed by a panel of experts at an AML/CFT/AFP conference in Potsdam, Germany (12–14 Sep. 2012), including Alexander Freiherr von Hardenberg, currently deputy head of an AML compliance group at one of Germany’s large and internationally active banks.


27 Directive 2005/60/EC (note 9), Article 46. The 3AMLD and related legislation are currently being reviewed by the European Commission with a view to incorporating the latest FATF 40 amendments.


of a legal entity); (c) obtain information on the purpose or intended nature of the business relationship; and (d) conduct ongoing monitoring of the business relationship and transactions. 30

3. Enhanced CDD. Pursuant to Recitals 24–26, Article 3, Paragraph 8 and Article 13, banks are obliged with regard to situations and customers representing high risks (e.g. politically exposed persons, customers physically absent for identification purposes and cross-border correspondent banking relationships with financial institutions from third countries) to apply additional CDD measures such as establishing the source of the customers’ funds, obtaining senior management approval before entering a business relationship with such customers and enhanced account monitoring.

If a financial institution is unable to comply with certain key CDD obligations mentioned above, it could refuse to carry out the transaction or even terminate the business relationship. Furthermore, pursuant to Article 22, financial institutions have to consider filing a Suspicious Transaction Report (STR) in relation to the relevant customer with the Financial Intelligence Unit (FIU).

Other important measures from a banking perspective include: (a) the prohibition of offering anonymous accounts or products (Article 6) and entering into or maintaining business relationships with ‘shell banks’ (Article 3, Paragraph 10 and Article 13, Paragraph 5); (b) the establishment of internal control, risk assessment, risk management, compliance management and communication of CDD policies and procedures that have to be observed on a group-wide and cross-border basis (Recital 35 and Articles 31–34); and (c) appropriate training and information dissemination measures for relevant employees of the banks (Article 35).

Of the CDD requirements imposed by the 3AMLD, one of the most interesting aspects from an APF point of view, but most challenging to implement from a banking perspective, is the KYC-driven obligation of risk-based identification of a customer’s BO. 31 Article 3, Paragraph 6 defines the BO as the ‘natural person(s) who ultimately own(s) or control(s) the customer and/or the natural person on whose behalf a transaction or activity is being conducted’. In cases of direct ownership, it is usually possible to comply with the CDD obligations in respect of the BO by determining and recording the identity of those natural persons with a shareholding exceeding the 25 per cent threshold. In most cases this can be achieved through a simple enquiry with the customer, company register or commercial register. The obligation, however, may be far more difficult to comply with in cases where one or more intermediate companies (located in different jurisdictions) exist between the customer and the potential BO in the background (see figure 2).

In figure 2 the financial institution would be required to identify BOs 1, 4 and 5 as they either control more than 25 per cent of the customer’s shares directly or control 50 per cent or more of the customer’s shares indirectly (i.e. through intermediate majority shareholdings from a company law perspective). 32

32 This method of identifying controlling interest in an intermediate company from a company law perspective by applying, among other things, the ‘more than 50%’ criterion is recommended in joint guidance from the ministry of finance (Bundesfinanzministerium, BMF), the banking supervisory authority (Bundesanstalt für Finanzdienstleistungsaufsicht, BaFin) and the German banking industry (Die Deutsche Kreditwirtschaft, DK) in Germany. See DK, Auslegungs- und Anwendungshinweise der DK zur Verhinderung von Geldwäsche Terrorismusfinanzierung und sonstigen strafbaren Handlungen [Interpretation and implementation guidelines of the DK for the prevention of money laundering, terrorism financing and other punishable offences], Berlin, 16 Dec. 2011, <http://www.bafin.de/SharedDocs/Downloads/DE/Auslegungsentscheidung/dl...>.

The precise method of identification, however, might differ from member state to member state.
From a proliferation financing perspective, it would be prudent to subject these BOs as well as the intermediate corporate entities A–D directly or indirectly controlled by them to further scrutiny and intrusive review in order to find out whether the potential corporate customer is in fact acting as a front company or a conduit for proceeds of low and high-risk situations in the area of wire transfers that may warrant the application of simplified or enhanced due diligence (pursuant to Recitals 9 and 16). Articles 8–11 of the Wire Transfer Regulation refer to the core obligations of the Payment Service Provider of the payee and, among other things, cover: (a) detection of missing information on the payer; (b) procedures for the treatment of funds transfers with missing or incomplete information on the payer; (c) risk-based assessment of funds transfers with missing or incomplete information on the payer for reporting purposes; and (d) record keeping.

Articles 8 and 9 of the Wire Transfer Regulation have given rise to considerable tensions between European regulators and the banking industry within the EU as to the uniform interpretation and implementation of obligations. Obligations of analysis and request regarding missing or incomplete data on the originator in the messages accompanying payments are seen as overly complicated. Many EU banks receive large numbers of wire transfers with incomplete information, in particular from low-risk jurisdictions such as the USA and other major Western economies, making it difficult to screen and process the large volume of payments for completeness of information in real time. Moreover, there is a lack of regulatory guidance to handle the complex patchwork and interplay of provisions, with obligations arising from both the 3AMLD and the EU’s financial sanctions regime. Notably, the provisions of the financial sanctions measures against international terrorism, the Taliban and Al-Qaeda (Article 9, Paragraph 1) were also subject to controversial debate between the financial sector and the regulators. Against this backdrop, banking, insurance and securities regulators of the EU member states adopted a Common Understanding in October 2008 to address some of the most critical issues concerning the implementation of Articles 8 and 9. However, unsurprisingly, the guidance did not solve all of the implementation problems. Therefore, it remains to be seen whether the Wire Transfer Regulation will achieve its objectives within the wider framework of regimes, as it also plays an important role in the EU’s APF-related sanctions against Iran and North Korea.


III. ANTI-PROLIFERATION FINANCING: A THIRD PILLAR?

The threat of WMD proliferation and its financing led the UN Security Council to adopt Resolution 1540 on 28 April 2004 and thus lay the foundation for the emergence of an APF regime. The resolution represents a global (as opposed to targeted) approach to the issue and imposes binding obligations on all states to adopt legislation to prevent the proliferation of nuclear, chemical and biological weapons, and their means of delivery by non-state actors, and establish appropriate domestic controls over related materials to prevent their trafficking. The issue of WMD proliferation and its financing has gained further momentum in recent years as a result of the dispute over the nuclear policies and programmes of Iran and North Korea. The US Government has exerted substantial diplomatic pressure on other nations as well as international organizations to effectively thwart the efforts of the Iranian and North Korean governments to acquire nuclear weapon production capability and related technologies. The US efforts resulted in the adoption of UN Security Council Resolution 1718 against North Korea and Resolution 1737 against Iran. These resolutions have created a new hybrid APF and AML/CFT sanctions regime, with significant implications for the role that financial institutions are required to play.

The targeted UN Security Council resolutions concerning North Korea and Iran provided the FATF with the legal justification and basis to adopt the Guidance on implementing financial provisions of UN Security Council Resolutions to counter proliferation of weapons of mass destruction (FATF Guidance) at the end of June 2007. The FATF Guidance explicitly refers to UN Security Council Resolution 1737 against Iran. It also contains an appraisal of the closely related regimes of smart sanctions, AML/CFT, banking supervision and foreign trade law as well as recommendations to be considered by banks or financial institutions when implementing activity-based financial prohibitions pursuant to Paragraph 6 of Resolution 1737. Moreover, the FATF published its Additional Guidance in October 2007 that substantiates and tightens the obligations of banks as set forth in the FATF Guidance. Politically, the measure was further reinforced by a FATF statement in which Iran's AML/CFT regime and policy were criticized for being deficient and in which banks in FATF member states were required to observe enhanced CDD with regard to transactions with Iran. In April 2010 the FATF published a status

41 FATF (note 40), Paragraph 1.
42 FATF (note 40), Paragraphs 17-32.

36 Later the UN Security Council adopted Resolution 1673 of 27 Apr. 2006 to further intensify its efforts in the field of anti-proliferation financing.
37 The German Federal Office for the Protection of the Constitution (Bundesamt für Verfassungsschutz, BfV) defines proliferation as the ‘Spread of weapons of mass destruction and/or of products used for producing them, including the required know-how as well as of respective weapon carrier systems’. BfV, ‘Proliferation: Wir haben Verantwortung’ [Proliferation: we bear responsibility], Köln 2010, <http://www.verfassungsschutz.de/download/SHOW/broschueren/1011_proliferation.pdf>, p. 3.
report on the policy work and consultation being undertaken in relation to proliferation financing. The report calls for states to encourage financial institutions to incorporate the risk of proliferation financing into their established preventive measures and internal controls using a RBA and according to key risk factors. The idea of having risk-based monitoring systems in place has been discussed in several other reports and the FATF Guidance itself, but public authorities have so far failed to tell banks exactly what and whom to look for—as proliferators covertly operating within complex corporate structures and procurement and financing chains are not easily identifiable (see figures 1 and 2).

After the last review of the FATF 40 in 2012, elements of the APF-related guidance have been incorporated into the new Recommendation 7 of the revised FATF 40 and a very detailed Interpretive Note to Recommendation 7 (INR 7). It is therefore reasonable to argue that the FATF’s guidance documents together with the FATF 40’s Recommendation 7 and INR 7 today constitute a third regime pillar—combating the financing of proliferation or APF—to ensure the objectives of global peace, security and governance. The entire architecture of the AML/CFT, financial sanctions and APF regimes is depicted in figure 3.

Interestingly, the FATF does not refer to the global APF approach of UN Security Council Resolution 1540 in Recommendation 7, but instead promotes the strategy of targeted APF-related sanctions pursuant to Resolution 1718, Resolution 1737 and subsequent resolutions. By doing so, the FATF has decided to pursue a pragmatic policy. This shift might have been influenced by the realization that the global scope of Resolution 1540 is too expansive and does not provide governments and financial institutions with appropriate and actionable instruments to deal with the challenge of detecting the financial flows of unidentified non-state actors involved in WMD proliferation activities. However, the targeted sanctions approach of the third pillar, with its extended scope, has added a further and rather formidable layer of regulatory complexity and opacity, which poses serious implementation challenges for banks.

A closer look at the FATF Additional Guidance reveals that the requirements substantiate and strengthen obligations pursuant to Paragraph 6 of Resolution 1737 in the following areas in particular.

1. The application of enhanced CDD regarding proliferation-related, high-risk customers, products and forms of transactions.

2. The provision of typologies by authorities and the exchange of information between authorities and banks on proliferation-related, high-risk customers and their transactions in order to, among other things, analyse transactional details (also with regard to end users of particular concern) and identify the supply/delivery channels and possible diversion of items,

indirectly, to or for the benefit of, any person or entity designated by, or under the authority of, the United Nations Security Council under Chapter VII of the Charter of the United Nations'. See also Interpretive Note to Recommendation 7, ‘Targeted Financial Sanctions Related to Proliferation’, pp. 47–53.

Such customers may include, among others, importers, exporters and intermediaries that, due to their participation in prohibited activities pursuant to Paragraph 6 of Resolution 1737, are classified as high-risk customers. Such products are documentary credits, documentary collections, credit lines and loans as well as wire transfers and other financial services. See FATF (note 43), Paragraph 7(d), (e).
materials, equipment, goods and technology sanctioned under Paragraph 6 of Resolution 1737.\textsuperscript{49}

3. The development of so-called ‘red flag’ indicators for detecting possible proliferation contexts and monitoring transactions on the basis of those indicators.\textsuperscript{50}

4. Banks’ awareness of the risks associated with the use of their correspondent bank relationships in providing financial services or products to high-risk customers or otherwise engaging in high-risk transactions.\textsuperscript{51}

On a critical note, the concepts presented by the FATF are based on incorrect and unrealistic assumptions and do not, therefore, provide a suitable basis for clearly distinguishing between high-risk and low-risk customers, transactions and products. Due to the complexity of the issue, the requirements of the FATF Guidance, with its focus on an activity-based approach, are impossible or—at best—extremely difficult for financial institutions to implement. Internationally active banks, in particular, are confronted with a range of multi-jurisdictional compliance and risk management issues as well as structural problems when implementing the guidance.\textsuperscript{52} However, the FATF has subsequently realized this problem and modified its approach accordingly in the revised FATF 40. It now focuses on entity-based, as opposed to activity- or goods-based, targeted financial sanctions as the principal instrument in enforcing APF measures.\textsuperscript{53}

EU strategy and measures against proliferation financing

The EU accorded high priority to the issue of WMD proliferation as early as 2003, within the context of the EU Strategy against Proliferation of Weapons of Mass Destruction (WMD Strategy).\textsuperscript{54} To that end, the EU has integrated WMD non-proliferation concerns into its political, diplomatic and economic activities and programmes as well as its CFSP strategy. It has also sought to foster dialogue with the industry as one of the key axes of its response to the threat of WMD proliferation. Joining further international efforts to design new measures against proliferation, in December 2008 the Council of the EU adopted New Lines for Action (NLA) in combating the proliferation of WMD and their delivery systems, as a follow up to its 2003 WMD Strategy. The NLA are not intended to replace the WMD Strategy, but rather to make the priorities more operational and provide an increasing role for financial institutions as key partners in the fight against proliferation.\textsuperscript{55} The document states that the EU is determined to (a) intensify its efforts to counter proliferation flows and proliferation financing; (b) raise awareness in financial institutions and undertakings and scientific and academic circles; (c) impose sanctions on acts of proliferation; and (d) develop measures to prevent intangible transfers of knowledge and know-how.\textsuperscript{56}

Pending the strengthening of international instruments, EU member states are encouraged to make special efforts to raise the awareness of financial institutions in order not only to prevent proliferation activities from being financed but also to (a) protect European banks from proliferators’ malicious intentions; (b) improve cooperation between governmental and financial supervisory authorities; and (c) encourage the flow of relevant information to financial institutions for exercising financial vigilance.\textsuperscript{57} Moreover, the WMD Strategy calls on the European Commission to analyse possible options for promoting the vigilance of financial institutions in the context of combating proliferation financing. As a result, the European Commission took part in the specific Project Team on Proliferation Financing of the FATF Working Group on Terrorist Financing and Money Laundering from October 2008 to February 2010.\textsuperscript{58}

Regarding UN Security Council Resolutions 1718 and 1737, the EU proceeded in 2007 to transpose these international measures into law by adopting the so-called Iran and North Korea regulations mentioned in section II. Both regulations contain
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specific and extensive anti-proliferation measures as well as standard financial sanctions provisions (e.g. asset freeze, non-availability of funds, exemptions and so on), which are very similar to those used in the anti-terrorism and Al-Qaeda regulations. This section focuses on the Iran Regulation due to its complexity as well as its broad political, financial and regulatory implications and repercussions.

The 2007 Iran Regulation has been replaced twice by subsequent regulations, following international political developments and UN Security Council resolutions. The APF-related aspects of the EU’s currently effective Iran Regulation no. 267/2012 are as follows.

1. Extensive restrictions on the export and import of proliferation-related goods and technologies pursuant to Article 2 and Annexes I–V.
2. Restrictions on transfers of funds and on financial services in Article 30.
3. The so-called vigilance obligation pursuant to Recital 17 and Article 32.
4. The listing of a number of internationally active banks headquartered in Iran in Annexes VIII and IX.59

Of the above provisions, the vigilance obligation of Article 32, which is based on Paragraph 10 of UN Security Council Resolution 1803 (and Paragraph 21 of the later Resolution 1929) concerning Iran, is one of the most challenging issues.60 The objective of this provision is to require financial institutions operating in the EU to exercise vigilance when monitoring the activities of financial institutions domiciled in Iran or controlled by persons or entities domiciled in Iran that may contribute to the proliferation of sensitive nuclear technology or to the development of nuclear weapon delivery systems in Iran. To that end, Article 32, Paragraph 1 of the Iran Regulation requires financial institutions operating in the EU to (a) exercise continuous vigilance over account activity, particularly through their CDD programmes and under their obligations relating to money laundering and the financing of terrorism; (b) ensure that in payment instructions all information fields which relate to the originator and beneficiary of the transaction in question are completed, and to refuse a transaction if that information is not supplied; (c) maintain all records of transactions for a period of five years and make them available to national authorities on request; and (d) promptly report their suspicions to the FIU (or to another competent authority designated by the EU member state concerned) if they suspect or have reasonable grounds to suspect that funds are related to proliferation financing.

The requirement of exercising ‘continuous’ vigilance presently only targets Iranian financial institutions, and therefore has a narrow scope.61 Nevertheless, in the opinion of practitioners from the European banking industry, the provision is especially challenging and problematic as it does not specifically define the term ‘vigilance’, but requires financial institutions operating within the EU to implicitly apply enhanced CDD as the baseline AML/CFT operational standard when dealing with Iranian financial institutions as business partners, a fact that is endorsed by the FATF statements on Iran.62

Moreover, it is significant that thus far the AML/CFT regime (including the Wire Transfer Regulation) and the financial sanctions regime of the EU have coexisted side by side, with the AML/CFT regime providing the requisite research tools and the CDD and KYC-based screening procedures for financial institutions in the EU to potentially detect and identify natural and legal persons in their customer base that are listed by the financial sanctions regime. The vigilance requirement, however, inserts a separate set of AML/CFT measures into the financial sanctions regime. In conjunction with the high political and legal profile that characterizes financial sanctions provisions as well as the compliance requirements and enforcement of them, the AML/CFT measures inserted into the vigilance obligation of the sanctions regime against Iran ultimately do not leave any discretion or flexibility for financial institutions in the EU other than to apply enhanced CDD measures. This problem is further compounded by Article 30 of the Iran Regulation, with its complex notification and authorization procedures, which imposes restrictions on transfers of funds and financial services and

59 The listing of Iranian banks amounts to a virtual severing of all business links (of EU banks) with banks in Iran responsible for the financial handling of the bulk of the country’s foreign trade. Bozorgmehr, N. and Saigol, L., ‘Iran finds ways to slip grip of sanctions’, Financial Times, 15 Aug. 2012.
61 However, the present structure of Paragraph 2, Article 32 of the Iran Regulation suggests that this restriction could be expanded for reasons of political expediency so as to include further targets, i.e. other legal and natural persons with a potential (but seemingly unidentifiable) Iran nexus.
62 FATF, ‘High-risk and non-cooperative jurisdictions’ (note 44).
implicitly requires banks to check all payments to and from Iran as well as business relationships with Iranian persons pursuant to Article 1 on the basis of enhanced CDD. Article 30 can thus be construed as an additional element of vigilance that, due to its extensive non-targeted scope, places virtually all bank-based transactions with Iranian persons under a general initial suspicion of proliferation financing and money laundering. Therefore, it is justified to say that the provisions of Articles 30 and 32 have to some extent resulted in a sanctions-based ‘gold plating’ of AML/CFT standards in the EU.

As a result of the Iran Regulation (and the North Korea Regulation), the EU has added a further layer of complexity to its financial sanctions regime. By including AML/CFT and wire transfer provisions within the scope of the Iran Regulation, it has interlinked these two regimes with financial sanctions and created a hybrid regime. Furthermore, it is a troubling that the rise of such a hybrid APF regime harbours the risk of seriously compromising or, in the worst case, rendering the structural integrity and functioning of both regimes ineffective, as the AML/CFT regime follows a risk-based approach, whereas the financial sanctions regime follows a rule-based logic. This could result in a situation in which none of the policy objectives of the respective regime is adequately achieved.

IV. ISSUES FOR THE EUROPEAN BANKING SECTOR
Implementation issues

Since the adoption of the APF-related measures, financial institutions operating in the EU have made efforts to implement the requirements with the instruments at their disposal and thereby ensure compliance. Given the hybrid nature and resulting complexity of the EU’s APF-related financial sanctions regime, exemplified by the Iran Regulation, financial institutions are confronted with the task of implementing a patchwork of regimes that are not always properly harmonized and that harbour significant compliance and economic challenges and risks. The standards and legislative measures adopted by different institutions at the macro level by the UN, the FATF, the EU and member states are not always coherent and lack clarity. Therefore, substantial efforts are directed at meso-level implementation, where banking associations and competent authorities of EU member states negotiate on actionable guidelines to bring all these standards and regime provisions within the scope of a clear, pragmatic and coherent implementation framework. This allows banks operating at the micro level to observe and execute the laws in their day-to-day business transactions without much friction. Figure 4 shows the regulatory structure and framework of interlinked AML/CFT/APF regime implementation as perceived by banks operating in Germany.

The implementation of such a complex regulatory framework of interlinked regimes places a range of limitations on financial institutions at the micro level. The measures already taken by banks to implement sanctions are geared to their specific situation and needs, including the nature and scope of business activity, the corporate structure, the technical infrastructure and the specific risk exposure pursuant to the risk assessment of the financial institution. An important starting point is the AML/CFT risk assessment that banks are required to conduct on the basis of regulatory requirements. Although specific risk characteristics and profiles may differ from one financial institution to the other, the risk assessment cycle should include: (a) a complete inventory of the existing customer/product/transaction structure of the bank; (b) the identification of relevant (including APF-related) risks; (c) an evaluation of the risks; (d) the formulation of appropriate measures and policies to minimize the risks; and (e) a regular review concerning the validity of the measures. Should the review not yield any APF-related issues, due to the complexities of the regime, the result of the exercise is to be documented. Moreover, banks are additionally charged with the task of implementing the provisions of the EU’s constantly changing APF regime within their risk assessment and management as well as their compliance framework in a timely and structured manner, as stated in the following.

1. Banks are required to screen a potential customer against official EU sanction lists before entering into

---
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65 Article 34 of the 3AMLD and Ganguli (note 2), pp. 399–401.

66 The procedures and recommendations discussed in the following are of an indicative nature and may vary from bank to bank. See Ganguli (note 23), pp. 623–626.
a business relationship. In this process, information obtained from other sources regarding a potential customer should be considered when deciding whether a business relationship should be entered into. Irrespective of this, the customer base should be screened with regard to existing customers in case of any amendments to the lists of sanctioned persons pursuant to the Iran Regulation.

2. Information concerning a customer collected either internally or externally within the scope of KYC and CDD measures should also be appraised for the purpose of entering into or maintaining existing business relationships. Moreover, banks should record this information in their documentation and use it to classify the customers into risk categories (e.g. low, medium or high). Each bank should determine the parameters and/or indicators included in the risk cycle on the basis of its individual AML/CFT risk analysis.

3. With respect to documentary credit transactions, in particular, banks should—in addition to screening against official sanction lists (of the persons involved in the business transaction)—check the credit and shipping documents for references to proliferation-relevant countries (e.g. Iran or North Korea) or sanctioned goods and the plausibility of the underlying transaction by applying a risk-based approach. In cases of doubt, the customer should be requested to present an export licence from the export control authorities (the same applies to trade, export and project financing transactions).

4. Additional information and indications regarding the customer or the persons involved in a documentary credit transaction continuously derived in the course of a business relationship should also be used for further KYC and monitoring measures. In this respect, the scope and extent of such KYC measures are always determined on the basis of the risks involved in the individual case.

5. If peculiarities or 'hits' regarding transactions are generated by the research system within the scope of the examination and monitoring measures, the establishment of a graded escalation procedure in the banks is recommended as follows.

   a. The bank department responsible for foreign payment transactions should check whether the hits reported in connection with the transaction are obvious ‘false positives’ (as in 90 per cent of all cases).

   b. The remaining questionable transactions should be forwarded to the responsible AML officer in charge, who reviews the facts more closely by considering all legal aspects.

   c. If suspicious facts indicating a breach of sanctions law, AML/CFT law or legal provisions countering proliferation financing cannot be established

---

**Figure 4.** Regulatory structure and framework of interlinked AML/CFT/APF regime implementation

*Source: Adapted from various presentations by Ganguli, I. and Ernoult, J.*
and the initial doubts prove to be unfounded, the payments should be cleared for further processing.
d. Any suspicions that have been established must be reported to the competent authorities by filing a STR. If possible, the transaction should be intercepted; and the funds should be blocked or frozen, depending on whether the transaction falls within the scope of AML/CFT measures or the sanctions regime. The financial institution should consider terminating the business relationship with the customer and document the process thoroughly for supervisory review purposes.

6. Regarding correspondent banking relationships, a bank may ask the correspondent for written confirmation in which the latter declares its compliance with internationally recognized CDD standards and the entity-based financial prohibitions of the UN. It might be advisable to cross-check the veracity of the information received by consulting publicly accessible, independent and authoritative sources (e.g. to establish whether the correspondent bank has recently faced any public charges, supervisory enforcement actions or sanctions). Whether such measures will ultimately result in any value added in terms of fulfilling the AML/CFT and financial sanctions obligations as well as in terms of compliance risk mitigation and management for the requesting bank is debatable.

However, the CDD, monitoring and internal control measures presented above have their limitations, especially when it comes to monetary transactions and documentary transactions (documentary credit transactions and documentary collection) where the processes are strongly formalized and/or automated due to internationally uniform standards and regulations developed by market practitioners and accelerated processing requirements. This specifically refers to, among other things, the Uniform Customs and Practice for Documentary Credits (UCP) of the International Chamber of Commerce (ICC). Article 5 of the UCP 600 states the following regarding the role assigned to banks with respect to documentary credit transactions: ‘Banks deal with documents and not with goods, services or performance to which the documents relate.’

Moreover, the introduction of the FATF and APF-related EU sanctions requirements, with the associated enhanced CDD measures, interferes with existing structures and processes that are internationally standardized in many areas and renders an automated processing impossible. As a result, the affected customers’ transactions could become considerably slower, more time-consuming and cost-intensive or even economically impossible. This is especially true for the following areas, which play an important role in international trade.

1. Documentary credit transactions or letters of credit. In such transactions, a credit institution agrees in relation to the applicant or customer to pay a certain amount of money to a third party against the presentation of documents specified in advance, whereby the delivery of goods, meaning the export and/or import of goods (the basic transaction), usually forms the economic basis. Since a documentary credit transaction with a proliferation background does not differ in structure from a conventional transaction, a credit institution which has no insight into the overall context has very limited or no means to detect a proliferation background (except if the documentary information furnished is visibly incoherent). This is especially true for goods destined for dual-use purposes.

2. Documentary collection. In the case of documentary collection, a credit institution agrees in relation to the ordering party or customer to surrender certain documents to a third party within a certain period of time against the payment of a certain amount of money. This method is frequently used within the scope of international monetary transactions. A content check does not take place, since the task of the credit institutions is limited to a purely formal examination of the submitted documents. Expanding the scope of examining obligations would therefore fundamentally change and challenge the structure and rationale of this method and the related transactions.

3. Structured trade financing and/or export financing or project financing. Credit lines or loans, structured trade financing and/or export financing are rather long-term modes of financing a commercial transaction. The underlying objective of the transaction usually
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combating proliferation financing

underlying business transaction that may contain proliferation risks. Therefore, they can obtain only limited information, if any at all, about the delivery channels and end users connected with the exported goods. With respect to delivery channels, the requirement to identify possible diversions of sanctioned goods to Iran is clearly not practicable due to the countless actors involved in the export business and the dimensions of global trade.

Moreover, a majority of the underlying business transactions and most of the associated financial transactions do not show any peculiarities or special characteristics when considered singularly (e.g. the export of metal sheets). The transactions, therefore, appear unsuspicious to banks, especially if export control authorities have issued the required export licences. Since an export transaction with a potential (but not clearly recognizable) proliferation background has the same characteristics as a conventional export transaction and the beneficiaries or end users of the payments are not customers of the export financing bank, there is—in contrast to money laundering cases—a lack of conspicuous patterns (typologies) that could serve as a suitable basis for devising red flag indicators.

In addition, procurements for proliferation purposes are channelled by proliferation agents through complex and opaque international networks involving interposed undertakings and fronts acting for intermediate companies and ultimate beneficial owners that are beyond the grasp and control of financial institutions (see figure 2).

When a bank does become aware of a transaction with a proliferation-related background, this inevitably happens on the basis of hard actionable information disclosed by parties involved in the underlying business transaction; certifications or declarations issued by export control authorities; or information provided by government intelligence services. Therefore, examination or verification of the proliferation background of a financial transaction on the basis

Lessons learned

As previously mentioned, the concepts presented by the FATF are based on imprecise or even unrealistic assumptions and do not provide a suitable basis for clearly distinguishing between high-risk and low-risk customers, transactions and products. This, however, is absolutely necessary in order to understand the difficulties and compliance and economic risks that banks face when implementing and executing the provisions of the complex and hybrid APF regime (see figures 1, 3 and 4). A number of lessons have therefore been learned.

Banks are only involved in the execution of the financial transaction and not in the objectives of the underlying business transaction that may contain proliferation risks. Therefore, they can obtain only limited information, if any at all, about the delivery channels and end users connected with the exported goods. With respect to delivery channels, the requirement to identify possible diversions of sanctioned goods to Iran is clearly not practicable due to the countless actors involved in the export business and the dimensions of global trade.

Moreover, a majority of the underlying business transactions and most of the associated financial transactions do not show any peculiarities or special characteristics when considered singularly (e.g. the export of metal sheets). The transactions, therefore, appear unsuspicious to banks, especially if export control authorities have issued the required export licences. Since an export transaction with a potential (but not clearly recognizable) proliferation background has the same characteristics as a conventional export transaction and the beneficiaries or end users of the payments are not customers of the export financing bank, there is—in contrast to money laundering cases—a lack of conspicuous patterns (typologies) that could serve as a suitable basis for devising red flag indicators.

In addition, procurements for proliferation purposes are channelled by proliferation agents through complex and opaque international networks involving interposed undertakings and fronts acting for intermediate companies and ultimate beneficial owners that are beyond the grasp and control of financial institutions (see figure 2).

When a bank does become aware of a transaction with a proliferation-related background, this inevitably happens on the basis of hard actionable information disclosed by parties involved in the underlying business transaction; certifications or declarations issued by export control authorities; or information provided by government intelligence services. Therefore, examination or verification of the proliferation background of a financial transaction on the basis

Lessons learned

As previously mentioned, the concepts presented by the FATF are based on imprecise or even unrealistic assumptions and do not provide a suitable basis for clearly distinguishing between high-risk and low-risk customers, transactions and products. This, however, is absolutely necessary in order to understand the difficulties and compliance and economic risks that banks face when implementing and executing the provisions of the complex and hybrid APF regime (see figures 1, 3 and 4). A number of lessons have therefore been learned.

Banks are only involved in the execution of the financial transaction and not in the objectives of the underlying business transaction that may contain proliferation risks. Therefore, they can obtain only limited information, if any at all, about the delivery channels and end users connected with the exported goods. With respect to delivery channels, the requirement to identify possible diversions of sanctioned goods to Iran is clearly not practicable due to the countless actors involved in the export business and the dimensions of global trade.

Moreover, a majority of the underlying business transactions and most of the associated financial transactions do not show any peculiarities or special characteristics when considered singularly (e.g. the export of metal sheets). The transactions, therefore, appear unsuspicious to banks, especially if export control authorities have issued the required export licences. Since an export transaction with a potential (but not clearly recognizable) proliferation background has the same characteristics as a conventional export transaction and the beneficiaries or end users of the payments are not customers of the export financing bank, there is—in contrast to money laundering cases—a lack of conspicuous patterns (typologies) that could serve as a suitable basis for devising red flag indicators.

In addition, procurements for proliferation purposes are channelled by proliferation agents through complex and opaque international networks involving interposed undertakings and fronts acting for intermediate companies and ultimate beneficial owners that are beyond the grasp and control of financial institutions (see figure 2).

When a bank does become aware of a transaction with a proliferation-related background, this inevitably happens on the basis of hard actionable information disclosed by parties involved in the underlying business transaction; certifications or declarations issued by export control authorities; or information provided by government intelligence services. Therefore, examination or verification of the proliferation background of a financial transaction on the basis

Lessons learned

As previously mentioned, the concepts presented by the FATF are based on imprecise or even unrealistic assumptions and do not provide a suitable basis for clearly distinguishing between high-risk and low-risk customers, transactions and products. This, however, is absolutely necessary in order to understand the difficulties and compliance and economic risks that banks face when implementing and executing the provisions of the complex and hybrid APF regime (see figures 1, 3 and 4). A number of lessons have therefore been learned.

Banks are only involved in the execution of the financial transaction and not in the objectives of the underlying business transaction that may contain proliferation risks. Therefore, they can obtain only limited information, if any at all, about the delivery channels and end users connected with the exported goods. With respect to delivery channels, the requirement to identify possible diversions of sanctioned goods to Iran is clearly not practicable due to the countless actors involved in the export business and the dimensions of global trade.

Moreover, a majority of the underlying business transactions and most of the associated financial transactions do not show any peculiarities or special characteristics when considered singularly (e.g. the export of metal sheets). The transactions, therefore, appear unsuspicious to banks, especially if export control authorities have issued the required export licences. Since an export transaction with a potential (but not clearly recognizable) proliferation background has the same characteristics as a conventional export transaction and the beneficiaries or end users of the payments are not customers of the export financing bank, there is—in contrast to money laundering cases—a lack of conspicuous patterns (typologies) that could serve as a suitable basis for devising red flag indicators.

In addition, procurements for proliferation purposes are channelled by proliferation agents through complex and opaque international networks involving interposed undertakings and fronts acting for intermediate companies and ultimate beneficial owners that are beyond the grasp and control of financial institutions (see figure 2).

When a bank does become aware of a transaction with a proliferation-related background, this inevitably happens on the basis of hard actionable information disclosed by parties involved in the underlying business transaction; certifications or declarations issued by export control authorities; or information provided by government intelligence services. Therefore, examination or verification of the proliferation background of a financial transaction on the basis

Lessons learned

As previously mentioned, the concepts presented by the FATF are based on imprecise or even unrealistic assumptions and do not provide a suitable basis for clearly distinguishing between high-risk and low-risk customers, transactions and products. This, however, is absolutely necessary in order to understand the difficulties and compliance and economic risks that banks face when implementing and executing the provisions of the complex and hybrid APF regime (see figures 1, 3 and 4). A number of lessons have therefore been learned.

Banks are only involved in the execution of the financial transaction and not in the objectives of the underlying business transaction that may contain proliferation risks. Therefore, they can obtain only limited information, if any at all, about the delivery channels and end users connected with the exported goods. With respect to delivery channels, the requirement to identify possible diversions of sanctioned goods to Iran is clearly not practicable due to the countless actors involved in the export business and the dimensions of global trade.

Moreover, a majority of the underlying business transactions and most of the associated financial transactions do not show any peculiarities or special characteristics when considered singularly (e.g. the export of metal sheets). The transactions, therefore, appear unsuspicious to banks, especially if export control authorities have issued the required export licences. Since an export transaction with a potential (but not clearly recognizable) proliferation background has the same characteristics as a conventional export transaction and the beneficiaries or end users of the payments are not customers of the export financing bank, there is—in contrast to money laundering cases—a lack of conspicuous patterns (typologies) that could serve as a suitable basis for devising red flag indicators.

In addition, procurements for proliferation purposes are channelled by proliferation agents through complex and opaque international networks involving interposed undertakings and fronts acting for intermediate companies and ultimate beneficial owners that are beyond the grasp and control of financial institutions (see figure 2).

When a bank does become aware of a transaction with a proliferation-related background, this inevitably happens on the basis of hard actionable information disclosed by parties involved in the underlying business transaction; certifications or declarations issued by export control authorities; or information provided by government intelligence services. Therefore, examination or verification of the proliferation background of a financial transaction on the basis

Lessons learned

As previously mentioned, the concepts presented by the FATF are based on imprecise or even unrealistic assumptions and do not provide a suitable basis for clearly distinguishing between high-risk and low-risk customers, transactions and products. This, however, is absolutely necessary in order to understand the difficulties and compliance and economic risks that banks face when implementing and executing the provisions of the complex and hybrid APF regime (see figures 1, 3 and 4). A number of lessons have therefore been learned.

Banks are only involved in the execution of the financial transaction and not in the objectives of the underlying business transaction that may contain proliferation risks. Therefore, they can obtain only limited information, if any at all, about the delivery channels and end users connected with the exported goods. With respect to delivery channels, the requirement to identify possible diversions of sanctioned goods to Iran is clearly not practicable due to the countless actors involved in the export business and the dimensions of global trade.
of other independent and neutral sources is neither conceivable nor feasible.

Further, banks do not have the policing or investigative powers or analytical capacities available to intelligence services or export control authorities. These competent authorities have the ability to scrutinize the legitimacy of merchandise exports. This problem has been recognized in the FATF 40’s INR 7 and Additional Guidance (Chapter 3, Number 8) and addressed by a corresponding recommendation to the authorities to provide additional proliferation-relevant information to banks. Nevertheless, the impression remains that the Additional Guidance imposes the main burden of procuring and analysing information on credit institutions. This is certainly not feasible from the perspective of the banking industry and therefore not a very realistic and productive line of action.

Finally, political decision makers, legislators and regulators should be aware of the following. To the extent to which the banking industry (which is only indirectly involved) should be included in APF measures, past experience shows that only concrete, updated, actionable and detailed entity-based information from authorities concerning (a) suspicious proliferation financing activities; (b) patterns of business transactions of banks’ customers; and (c) proliferators has proven to be an effective approach. Therefore, checking the actionable information provided by law enforcement and government intelligence agencies on individuals or companies involved in proliferation by accessing an electronic database via a protected website—along the lines of the European Commission’s consolidated electronic list of financial sanctions—might be a viable option. However, it is more likely that EU and UN member states will not be willing to share their hard intelligence with banks, as this could compromise their secrecy as well as national security interests and give rise to data protection issues.

V. CONCLUSIONS

Compared with the AML/CFT and financial sanctions regimes, the issue of combating proliferation financing is still in a nascent stage. This paper has attempted to trace recent developments and demonstrate that the EU’s APF-related measures against Iran and North Korea do not, strictly speaking, constitute a coherent and structured regime, but borrow elements from the conventional financial sanctions regime and the AML/CFT regime in terms of regulatory structure, the use of legal and procedural instruments, and research tools. The APF regime, created as a third pillar in the overall framework of international law and measures to maintain or restore global peace, security and governance, thus resembles a patchwork of provisions (see figures 1, 3 and 4) and can be characterized as a hybrid regime with rule- and risk-based features.

However, since the adoption of the APF-related financial sanctions regulations against Iran and North Korea, banks in the EU have made considerable progress in implementing the requirements of the regime with the instruments at their disposal and thereby creating a robust compliance and risk management framework. A further tightening of the EU’s interlinked AML/CFT/APF regime is to be expected after the release of the revised FATF 40 in 2012 and the review of the 3AMLD scheduled for 2013. Additionally, the FATF’s continuous ‘blacklisting’ of Iran as a jurisdiction with a highly deficient AML/CFT framework has prompted supervisory authorities in the EU to require supervised financial institutions to apply enhanced CDD standards to customers with an Iran nexus. Moreover, the EU has adopted further restrictive provisions in its new Iran Regulation (267/2012) regarding customer-, product- and transaction-related due diligence that necessitate the introduction of constant, extensive and complex changes in the existing financial sanctions and AML/CFT compliance systems of banks.

Although the financial sector fully supports these efforts, the resulting regulatory changes are costly to implement and affect all transaction processes, documents and regulations relevant to international trade that have been developed by practitioners over time. There is also the risk that the measures might eventually prove unsuccessful, since the structural issues and deficiencies of the EU’s APF-related financial sanctions regime cannot be overcome by constantly adopting new, extensive and complex obligations that are politically motivated and less geared towards the requirements of successful implementation. The scope of the measures is already severely affecting international monetary transactions, documentary credit transactions, the international trade and export financing activities of banks and ultimately the entire international trading system.73

73 Bozorgmehr and Saigol (note 59).
Against this backdrop, in the case of the Iran sanctions, financial institutions in the EU are more or less compelled to regard any customer or business partner (natural or legal person) with a potential (but seemingly unidentifiable) Iran nexus as a potential money launderer and/or person involved in Iran’s nuclear proliferation programme. Therefore, they have resorted to subjecting all Iranian customers to the highest possible degree of enhanced CDD. As Iranian nuclear proliferators and their associates (including other witting or unwitting parties) as well as Iranian money launderers are not easily discernible within the framework of CDD and AML/CFT research measures, financial institutions operating in the EU may have to actually consider designating—in contradiction to the targeted approach of the UN and the EU’s financial sanctions regimes and the risk-based approach of the 3AMLD—all natural and legal persons or customers domiciled in Iran, with Iranian citizenship or with a potential (but seemingly unidentifiable) Iran nexus as high-risk customers in order to avoid inviting further intrusive review from the competent supervisory authorities and risking hefty fines. What can be observed as a trend in recent years is that financial institutions in the EU are actually severing links with mostly legitimate Iranian business partners and wrapping up their Iran operations altogether—also partly as a response to political pressures from the US Government.

Furthermore, implementation of the tightened requirements of the Iran Regulation has resulted in more or less comprehensive sanctions against Iran due to the interruption of trade and financial transaction links with the country. Such a result appears to be inconsistent with the existing smart sanctions as well as the economic statecraft strategy and policies of the UN. In fact, the measures are not hitting the targeted persons or companies in charge of Iran’s nuclear programme. According to observers, they are adversely affecting the majority of the civilian population on an increasing scale, who are facing high inflation and the prospect of economic decline. Past research shows that overly harsh sanctions can have counter-effective consequences, such as increasing popular support for the policy of targeted governments. In the case of Iran, it has been observed that the further tightening of APF-related sanctions has led parts of the Iranian population to ‘rally around the flag’ and support the present government’s nuclear policies, which is exactly what the international community wants to change through the use of these measures.

In view of this, successful implementation of APF-related sanctions needs to be supported by a further intensification of national export control measures. Such measures affect and discipline exporters and could be a suitable basis, and an effective starting point, for a targeted approach to containing WMD proliferation that is consistent with the tenets of the financial sanctions regime of the EU and the UN. In fact, the relevant industries (e.g. in the chemicals, machinery and biological and life science sectors) are already drawing their conclusions from the banking sector’s RBA experience by devising their own industry-specific risk assessments that help them to flag suspicious export activities and by setting up specific compliance departments. They should also have proper governmental contact points that can provide them with updated and actionable information. If the banking industry, which is only indirectly involved in the transactions, is to be included in the strategy, past experience shows that the most effective means is providing concrete, updated and actionable information from authorities concerning suspicious proliferation financing activities or patterns of banks’ customers. Such indications would enable banks to apply the available compliance instruments as efficiently as possible. This is currently not the case and in practice results in serious compliance problems and risks. However, it is questionable whether governments and their intelligence services would be willing to share such information due to the imperatives of secrecy and national security, which pose serious limitations for governments and economic operators alike. Therefore, from a banking perspective, it would be reasonable to demand that the UN, the FATF, the EU and the competent authorities of the EU member states provide them with updated and actionable information.
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states—in addition to their focus on credit and financial institutions—direct their efforts at exporters and introduce the necessary changes suggested above in order to facilitate a more integrated, and hopefully successful, implementation of the provisions of the APF regime.

**ABBREVIATIONS**

AML       Anti-money laundering  
APF       Anti-proliferation financing  
BO        Beneficial owner  
CDD       Customer due diligence  
CFT       Combating the financing of terrorism  
EDP       Electronic data processing  
FATF      Financial Action Task Force on Money Laundering  
HSBC      Hong Kong and Shanghai Banking Corporation  
ICC       International Chamber of Commerce  
KYC       Know Your Customer  
NPT       Non-Proliferation Treaty  
RBA       Risk-based approach  
STR       Suspicious Transaction Report  
WMD       Weapon(s) of mass destruction  
3AMLD     Third Anti-Money Laundering Directive
A EUROPEAN NETWORK

In July 2010 the Council of the European Union decided to create a network bringing together foreign policy institutions and research centres from across the EU to encourage political and security-related dialogue and the long-term discussion of measures to combat the proliferation of weapons of mass destruction (WMD) and their delivery systems.

STRUCTURE

The EU Non-Proliferation Consortium is managed jointly by four institutes entrusted with the project, in close cooperation with the representative of the High Representative of the Union for Foreign Affairs and Security Policy. The four institutes are the Fondation pour la recherche stratégique (FRS) in Paris, the Peace Research Institute in Frankfurt (PRIF), the International Institute for Strategic Studies (IISS) in London, and Stockholm International Peace Research Institute (SIPRI). The Consortium began its work in January 2011 and forms the core of a wider network of European non-proliferation think tanks and research centres which will be closely associated with the activities of the Consortium.

MISSION

The main aim of the network of independent non-proliferation think tanks is to encourage discussion of measures to combat the proliferation of weapons of mass destruction and their delivery systems within civil society, particularly among experts, researchers and academics. The scope of activities shall also cover issues related to conventional weapons. The fruits of the network discussions can be submitted in the form of reports and recommendations to the responsible officials within the European Union.

It is expected that this network will support EU action to counter proliferation. To that end, the network can also establish cooperation with specialized institutions and research centres in third countries, in particular in those with which the EU is conducting specific non-proliferation dialogues.

http://www.nonproliferation.eu